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The Emmabuntus refurbishing USB flash drive (or refurbishing USB key) allows
you to refurbish all sort of computer by cloning a pre-configured GNU/Linux

system.

Since the update of our refurbishing key in October 2022, it supports default
installations of many GNU/Linux distributions. So, we have decided to stop
providing pre-configured clones as standard, and to stop updating the ones on
this page, except for very specific requests coming from associations we

collaborate with.

This tutorial will help you to make your own clone, and we are also available
on our forum to help you in the making.

You may not find the version that suits you among the clones we provide and
this tutorial explains how to make a clone compatible with our refurbishing
USB key.

This tutorial accompanies the Blabla Linux video on how to make a clone for
the refurbishing USB key.

Table of contents



https://video.tedomum.net/w/c92YLQt8RpgAvfj8mDB7oC
https://blablalinux.be/
https://emmabuntus.org/telecharger-la-cle-usb-de-reemploi/

1 - Clone principle

A clone is used to duplicate an operating system on other computers whose systems will

then be strictly identical copies of the one used to make the clone.

To make the clone, the first operation to perform is to install your GNU/Linux operating
system, then to customize it before proceeding to the realization of the clone thanks to

the Clonezilla utility.

2 - Partitioning scheme for the clone drive

The latest versions of our refurbishing key released from October 2022, no longer
require to respect the partitioning schemes indicated below, and are compatible with the

default installations of the following distributions:
« Emmabuntls Debian Edition 4 1.02 with classic installer or Calamares
» Debian-Facile 11.5 32 bits
* Ubuntu, Xubuntu, Kubuntu 22.04.1 desktop amd64
* LinuxMint 21 Xfce, Cinnamon 64 bits
* LMDE 5 Cinnamon 64 bits
* MX-Linux 21.2.1 x64
* Majaro xfce 21.3.0
* Fedora Workstation Live x86_64 36+1.5

If you want to use a GNU/Linux distribution that is not supported by our refurbishing

key, then we recommend that you follow the partitioning schemes shown below.
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For a 32 or 64 bits GNU/Linux operating system in “BIOS Legacy” mode, use the following
partition scheme and in the same order :

Partition

Idev/sdal Idev/sda5
3.72 GiB 21.27 GiB

Partition i m  Mount Point ize Used
0.00B GiB boot

. extended

extd / : 1 10.27 GiB 11.00 GiB

0 operations pending

For a 32 or 64 bits GNU/Linux operating system in UEFI or Secureboot mode, use the
following partition scheme and in the same order :

Partition Help

. /dev/sda (25.00 GiB) =

Idev/sda2 Idev/sda3
3.91 GiB 20.70 GiB

Partition File System | Mount Point | Label Size Unused Flags
oot/efi NO_LABEL 400.00 MiB 4.21 MiB 395.7 ot, hidden, esp

0 operations pending

Note : in order to be able to duplicate your clone on hard disks of different sizes and
especially small sizes, while you are using you a large physical hard disk to install your
reference operating system, we advise you to oversize the SWAP partition, in order to be
able to duplicate this future clone on smaller size disks, because the SWAP partition is

assimilated by Clonezilla to a zero size partition, whatever its real size was.
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3 - Hardware needed for the refurbishing

To create your refurbishing key, you will need a USB flash drive that meets certain
criteria:

* aminimum capacity of 16 GB
* being of good quality (Kingston Data Traveler, Transcend JetFlash 750...)
» if possible of the type USB-3 to take advantage of the maximum I/O speed when

transferring files.

4 - Clone creation with Clonezilla

Before proceeding to the creation of your clone, we advise you to prepare your USB flash
drive following our flash drive creation tutorials using Ventoy under either Windows or

Linux.

Then proceed to launch the USB key, and select Clonezilla to start the operation of
copying the clone on the USB key. The screenshots below are based on a Ventoy

refurbishing key usage.

Select a 64-bit version of Clonezilla for referenced operating system in 64-bit: Legacy,
UEFI or Secureboot. And you can also use this 64-bit version of Clonezilla even if your
referenced operating system is 32-bit one, providing your processor has a 64-bit

architecture.

Clé de réemploi Emmabuntiis

Emmabuntus refurbishing key

ploi Emmabuntis - Clonezilla for Emmabur refurbishing key
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Note : you will only need to use the 32-bit version of Clonezilla if you are using a

processor that is 32-bit only, i.e. a processor prior to Pentium 4.
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4.1 - Creation in automatic mode

To save the clone in automatic mode, please select the 4™ entry in the screen capture

shown below :

Clonezilla live en UGA GHB:GHH
Cle de reemploi (Installation emi-automatique par clonage)l
Cle de reemploi (nstallation automatique par clonagel

Refurbishing "ey (Semi-automatic installation by cloning)

efurbishing key (Automatic installation by cloming)
Save clonme on Refurbishing key

Press [Tabl to edit options

= Sawegarde le dizsque selectionne vers la cle de reemploi
= Le clone aura le nom date—img_clome ouw DATE-img_clone_UEFI

This script will save the clone on the refurbishing key and name it DATE-img_clone ,
DATE-img clone_UEFI or DATE-img_clone UEFI_SB depending on the current system
mode : Legacy / UEFI / UEFI_Secureboot .
You can customize some options of the copy or the backup of the clone, like the
compression mode, the control files added to the clone, the clone image verification etc.
by modifying the “save_clone.sh” file header, which resides in the “IMAGES"” partition.
Note : in theory, the backup operation should take place without any intervention from
the user, except in the case of anomalies detected by the script, which performs the
following checks:

» size of the partitions on the reference hard disk compared to the limits of the

partition scheme or to obtain a generic clone;
» available space on the refurbishing key to store the clone compared to the usable

size of the system / (root) partition of the reference hard disk.
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During these checks the script offers advice in case of anomalies, so that you get a clone
that is compatible with our reuse key, and as generic as possible, i.e. it can be used with

different sizes of target hard drives.

Depending on the type of anomaly, the operator will have the choice to continue the

backup or to stop the script.

Note : If you make several clones, we advise you to rename their root directory with

names allowing you to identify them easily.

Warning: In order to work properly on a UEFI computer, the refurbishing key needs to
have clones with the "UEFI" suffix. Same thing for a Secure boot computer, it needs
clones with the suffix SB or UEFI_SB, because Secureboot clones are compatible with

UEFI not Secureboot ones.
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4.2 - Creation in manual mode

Select the first entry of the screenshot below to launch Clonezilla in classic mode. This

entry was originally planned in our refurbishing key to realize clones in manual mode:

Cle de reemploi (Installation emi-automatique par clonage)l
Cle de reemploi (/nstallation automatique par clonagel
Sawvegarde du clone sur la cle de reemploi

Refurbishing "ey (Semi-automatic installation by cloning)
efurbishing key (Automatic installation by cloming)

Save clonme on Refurbishing key

Press [Tabl to edit options

# Clonezilla en mode classique est wtile =i vous voulez realiszer
votre propre clone "
# Clonezilla in classic mode is useful if you want to make your oun clone

Select your language :

MCHC, Taiwan

| Choose language |
Which language do Jyou prefer:

ca_E5.UTF-8 Catalan | Catald
de_DE.UTF-8

_US.UTF-8
hiu_HU. Hungarian | Maguar
es_F5. Spanish | Espafiol
fr_FR. French | Francais
it_IT7. Italian | Italiano
ja_Jr. Japanese | ARG
pl_PL. Folish | Polski

pt_EBR. Brazilian Portuguese | Portugués do Brasil
ru_RU. Russian | Pycckwn
sk _SK. Slovak | Slovenskd

tr_TR. Turkish | Tirkce -
zh_CN. Chinese (Simplified) | E{&H
zh_ B

=ik

TH. Chinese (Traditionaly | 1E - =2

<0k>
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You can keep the keyboard English layout, or change it as you want :

s, Talwan

kKeyboard configuration
Change keuboard layout?

[deep keep the default keyboard layout - U

Chaﬁge éhénge keyboard layout

<0k>

Then launch the “Start Clonezilla” command :

| Start Clonezilla |
Start Clonezilla or enter login shell (command line)?
Select maode:

5tart_Clonezilla Start Clonezilla
Enter_shell Enter command line prompt

0Kz <Cancel>
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Select the "Device-image" mode to copy the entire disk containing your customized
operating system to the USB stick :

| Clonezilla - Opensource Clone System (OCS)
#Clonezilla is free (GPL) software, and comes with ABSOLUTELY NO HARRANTY:

A4AHINt D From now on, if multiple choices are available, you have to press space key to mark
your selection. An asterisk () will be shown when the selection is donesss

Two modes are available, you can

{1} clonesrestore a disk or partition using an image

(2) disk to disk or partition to partition clonesrestore.

Besides, Clonezilla lite serwver and client modes are also avallable. You can use them for
massive deployment

Select maode:

ir i 0 a disk or partition
remote-source Enter source mode of remote device cloning
remote-dest  Enter destination mode of remote device cloning
lite-zerver Enter_Clonezilla_live_lite_serwver
lite-client  Enter_Clonezilla_live_lite_client

0Kz <Cancel>

Now we are going to select the device where the clone will be copied, and for that select

the "local_dev" mode since your USB key will be connected to your computer :

| Mount Clonezilla image directory |
Before cloning, you have to assign where the Clonezilla image will he saved to or read from. He
will mount that device or remote resources as Jhomespartimag. The Clonezilla image will he saved
to or read from fhomespart imag.

Select mode:

local de
ssh_server Use S8H serwver
samba_server Use SAMBA serwver (Network Meighborhood serwver)
nfs_server Use NFS serwver
webdav_server Use_WehDAY_server

s3_server Use_AHS_S3_serwver

enter_shell Enter command line prompt. Do it manually

ram_disk Use memory (0K for BT from raw device)

skip Use existing shome/partimag (Memory! «NOT RECOMMENDED:)
<0k <Cancel>
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Clonezilla will now ask you to plug in your local device, and to wait 5 seconds, then press

"Enter" to continue;

o ——————— . T S e E—————

| Mount Clonezilla image directory |
Before cloning, you have to assign where the Clonezilla image will he saved to or read from. He
will mount that device or remote resources as Jhomespartimag. The Clonezilla image will he saved
to or read from fhomespart imag.

Select mode:

local_dey Usze local dew (E.2.: hard drive, USE dri
ssh_server Use S8H serwver

samba_server Use SAMBA serwver (Network Meighborhood serwver)
nfs_server Use NFS serwver

webdav_server Use_WehDAY_server

s3_server Use_AHS_S3_serwver

enter_shell Enter command line prompt. Do it manually

ram_disk Use memory (0K for BT from raw device)

skip Use existing shome/partimag (Memory! «NOT RECOMMENDED:)
<0k <Cancel>

Clonezilla will then identify the local devices on your computer, then click "Ctrl-C" to
continue:
debian: Fri Dec 31 15

chine now if you want to that, then wait for it to be

on this machine:

Now select the "sdb3" partition on your USB refurbishing key if, as here, you are using a

refurbishing key under Ventoy :
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| Clonezilla - Opensource Clone Sustem (OCS) | Mode:
Now we need to mount a device as shomespartimag (Clonezilla image(s) repository) so that we can
read or save the image in shomespartimag.

AAANOTEA /Y You should WOT mount the partition you want to hackup as shomespart imag

The partition name is the dewice name in GNU/Linux. The first partition in the first disk is
"hdal" or "sdal', the 2nd partition in the first disk is "hda2" or "sdaz", the first partition

in the second disk iz "hdbl" or “sdbil'... If the sustem you want to save is M5 windows, normally
C: is hdal (for PATA) or sdal (for PATA, SATA or SCSI), and D: could he hdaZ (or sdaz), hdaS (or
sdaS) ...

sdaS 21.3G_extd4(In_VBOX_HARDDISK_)_WBOX_HARDDISK_WBCO70fedlc-fI095297

sdhl 9.6G_exfat (In_DataTraveler_Duo) _Kingston_DataTraveler_Duo_EB2A448DA0EEC49151150FFA-0:0
sdb vfat _VTOYEFI(In DataTraveler_ Duo) Kingston_DataTraveler_Duo_EB2A448DA0E OFFA-
= fa 1: Dirty (In_DataTrawvel ingston_DataTl e _Duo_E |

0Kz <Cancel>

Then click on the tab key to activate the "Done" button and validate, because you are

going to put your clone at the root of your partition :

| Directory Browser for Clonezilla image repository |
Which directory iz for the Clonezilla image repository? (If there is & space in the directory
name, it will _NOT_ be shouwn)

When the "Current selected dir name' is what uou want, use "Tab" key to choose "Done

AANOTES Y You should not choose the directory tagged with CZ2_IMG. They are just for you to know
the images list in the current dir.

Fath on the resource: sdews/sdb3ls]

Current selected dir name: /"

_| _0 5
img_EmmalES_E4bits_1_04_202103030ec_22_CZ_IMG
<ABORT> Exit_directory_hrowsing

<Browse>

Select the beginner mode which is suitable for making the clone, and it is not necessary

here to use the expert mode :
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] tinner
Expert Expert mode:

0Kz

Clonezilla - Opensource Clone System (0CS)
Choose the mode to run the following wizard about advanced parameters:

_Chuﬁse guﬁr Dwﬁ Dptiuﬁé-
Exit Exit. Enter command line prompt

the

<Cancel>

Select the "Savedisk" mode which allows you to save your entire disk containing your

customized operating system, then <OK> to validate :

*Clonezilla is free (GPL) software, and comes
This software will overwrite the data on your
bhackup important files before restoring Dk

AAAHINt Y From now on, if multiple choices are
your selection. An asterisk () will be shown

| Clonezilla - Opensource Clone Sustem (OCS): Select mode

with ABSOLUTELY NO WARRANT'Y:
hard drive when restoring! It is recommended to

available, you have to press space key to mark
when the selection is donesss

e_local n_image
saveparts Save_local_partitions_as_an_image
restoredisk Restore_an_image_to_local_disk
restoreparts Restore_an_image_to_local_partitions
1-2-mdisks Restore_an_image_to_multiple_local_disks

recovery-iso-zip Create_recovery_Clonezilla_live
chk-img-restorable Check_the_image_restorable_or_not
cvt-img-compression Convert_image_compression_format_as_another_image

encrypt-img Encrypt _an_existing_unencrypted_image
decrypt-img Decrypt _an_existing_encrypted_image
exit Exit. Enter command line prompt

<0k <Cancel>
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Enter the name of your clone, then <OK> to validate :

MCHC Free Software Labs, Taiwan

Clonezilla - Opensource Clone Sustem (OCS) | Mode: savedisk
Input a name for the saved image to use

2021-12-31-14-img-clone

<Cancel>

Now you need to select the hard disk containing your customized operating system.
Usually there is only one hard drive already selected, unless you have several hard drives
on your computer, and in that case you need to select the one you want to clone to the
USB stick:

s, Talwan

Clonezilla - Opensource Clone System (0CS) | Mode: savedisk |
Choose local disk as source.

The disk name is the device name in GNU/Linux. The first disk in the system is "hda" or "sda",
the znd disk iz "hdb'" or "sdb'... Press space ked to mark your selection. An asterisk (%) will
be shown when the selection iz done

26.8GB_YBOX_HARDDISK _WBOX_HARDDISK _WBO70fedlc-f3095237

<0k | <Cancels
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Select the "-z9" compression mode which gives the best compression ratio, and validate:

| Clonezilla advanced extra parameters | Mode: sawvedisk |

anything.

0Kz <Cancel>

Choose the compression option. If you have no idea keep the default walue and do NOT change

Activate the verification and repair option, case of ...

| Clonezilla advanced extra parameters | Mode: sawvedisk |

#fs, jfs, wfat. Not for NTFS, HFS+...

—sfsck SKlI checkln:/re-alrln- source file system

= CE[ N 2
-fsck-y HutD (Cautlun') check and PEDalP suurce file sgstem befure sau1ng

0Kz <Cancel>

Choose if you want to check and repair the file system hefore sawving it. This option is only for
certain file systems which are well supported by fsck on GHUALinux, like ext2/3/4, reiserfs,
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Ask for the verification of the clone after its backup, you can never be too careful with

USB media ;)

Taiuwan

| Clonezilla advanced extra parameters | Mode: sawvedisk |
After the image is saved, do you want to check if the image is restorable? ///NOTESS7 This
action will only check the image is restorable, and it will not weite any data to the harddrive.

. d i
-scs  No, skip checking the saved image

<Ok <Cancelx

Do not encrypt your image, i.e. the clone, unless you want to protect it with a password :

| Clonezilla advanced extra parameters | Mode: sawvedisk |
Do you want to encrupt the image?

If yes, eCryptfs program will be used to encrypt the image. It uses industry-standard
cryptographic ciphers, key generation, and passphrase protection mechanisms. Without your
saltspassphrase or private key, nobody will be ahle to retrieve your data.

AANOTES Y You have to remember the passphrase, otherwise the image will _NOT_ be usable in the
future.

—enc_ Encrupt the image

0Kz <Cancel>
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Choose the finish mode that is best for you:

Taiuwan

| Mode: savedisk
The action to perform when everything is finished:

] Ct rebo tdo C
-p cmd Enter command line prompt
-p reboot Reboot
-p poweroff Shutdown

0Kz <Cancel>

Clonezilla gives you the command line it will execute and a report. Type the letter "y" to

accept and validate to continue :

. done!
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The copy operation is starting :

Fartclone
Partclone w0.3.14 http://partclone.org

Starting to clone device (/dew/sdaS) to image (-)
Reading Super Block

Calculating bitmap... Please wait...

done!

File system: EXTFS

Dewice size: 22.6 GB = 5529088 Blocks

Space in use: 16.8 GB 4109885 Blocks

Free Space: 5.8 GB = 1419200 Blocks

Block size: 4096 Byte

Elapsed: 00:00:14 Remaining: 00:05:05 Rate: 3. 16GB/min
Current Block: 206845 Total Block: 5523088

Data Block Process:

Total BElock Process:

Followed by the verification of the image just copied to the USB stick :

Fartclone
Partclone w0.3.14 http://partclone.org
Starting to check image (-}

Calculating hitmap... Please wait...
done!

File system: EXTFS

Dewice size: 22.6 GB = 5529088 Blocks
Space in use: 16.8 GB 4109885 Blocks
Free Space: 5.8 GB 1413200 Blocks
Block size: 4096 Byte

Elapsed: 00:01:12 Remaining: 00:07:13 Rate: 2.00GE/min
Current Block: 648543 Total Block: 5523088

Data Block Frocess:
14.25%

Total BElock Process:
11.73%
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Your clone was successfully saved. Press “Enter” to continue :

You can stop Clonezilla, and now you just have to test your embedded clone on

ip notifuing it the joh

ot' ar follow the menu to
using 1 itahle d

refurbishing key to clone a new computer :)

reboot
cmid

rerunl
rerunz

rerun3

Mow you can choose to:

noweroff Poweroff

Reboot

Enter command line prompt

Start over (image repository shomespartimag, if mounted, will be umounted)
Start _over_(keep_image_repository_shomespart imag_mounted)
Start_over_(Remount _subdir_in_medium_of _current_repository):_Adevs/sdb3

0Kz
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5 - Tips and Advice

It is also possible to use a virtual machine like Oracle VM VirtualBox or VMware

Workstation Pro to install your reference GNU/Linux operating system and then copy it

via Clonezilla to your refurbishing key. The method for copying the clone to the reuse key
is the same as the one used with a physical hard disk except that you need to use an ISO

image of PLOP Boot Manager in your virtual machine's CD/DVD drive to allow the

refurbishing USB stick to be launched in the virtual machine.

Table of contents 21



https://www.plop.at/en/bootmanager/download.html
https://en.wikipedia.org/wiki/VMware_Workstation
https://en.wikipedia.org/wiki/VMware_Workstation
https://en.wikipedia.org/wiki/VirtualBox

6 - Table of contents

1-Clone PrinCiple..... e iiiiiiiiiieeciiiceniireeeieitenesetnensssssensesssse 3
2 - Partitioning scheme for the clone drive.........ccccccevveeerenneeee. 3
3 - Hardware needed for the refurbishing key............cccc..u....... 5
4 - Clone creation with Clonezilla..........ccccciveeirinniirinniirnnienennnnns 5

4.1 - Creation in automatic Mode............cccovveiiiinveiiiiiiseiiininneiinnsnerieiesssssssssssssssseees 7

4.2 - Creation in Manual MOde...........eiiiiiiiieeeiiiiiiiinneniieensinneesieesssssssnssssssssssssssssnes 9
5-Tips and AdVICe.......cuuuuuiiiiiineiiiiiienciieiieeneicenieenesenssacssssanses 21
6 - Table of contents............eciiiiiiiirnnneciiiinnniieennneciineenienessensenes 22

Table of contents 22




	1 - Clone principle
	2 - Partitioning scheme for the clone drive
	3 - Hardware needed for the refurbishing key
	4 - Clone creation with Clonezilla
	4.1 - Creation in automatic mode
	4.2 - Creation in manual mode

	5 - Tips and Advice
	6 - Table of contents
	1 - Clone principle 3
	2 - Partitioning scheme for the clone drive 3
	3 - Hardware needed for the refurbishing key 5
	4 - Clone creation with Clonezilla 5
	5 - Tips and Advice 21
	6 - Table of contents 22

